


ta-breaching incidents. Apart from con-
cerns about firms’ cyber security provi-
sions, and suspicions about the motives 
of such hacking incidents, debates about 
how to develop regulatory standards in 
such a transboundary context remain 
largely under the surface. 

This gives also rise to questions per-
taining to the regulation of data-sharing 
across organizations. Under what condi-
tions, for example, should private organ-
izations be required to provide data to 
public organizations, if the latter claim 
to be acting on behalf of societal securi-
ty? Indeed, as debates around Edward 
Snowden (and others) have shown, the 
public exposure of highly intrusive and 
extensive activities of intelligence ser-
vices is seen by some as worthy whis-
tleblowing to alarm the public about 


